W (G0t 155555 R T CapSe L 1ais) W

) Gl Sales

Turnitin =) JLiy)




! Condl Balas ‘
Deanship of JE A2V Olas dxol>
Scientific Research B &) Al-Ahliyya Amman University

Turnitin =89 Jlaiy)

Turnitin ali oo dadia
ohy5i€ally pialall Jilayg a8 GalBY) CadSl Allall 6 Laase SSY AU g
alaill ) ddane Gy 9le 275 (e e
adaill 1) Lagy Jaae sy 300000-250000
Al sl (e Calide adiiae (oale 40 e 2k L
QS dlae Call 110 e Eam Osale 120 e (55
allaill axaies 4l 126
allaill 233105 dasls <NT 10
allail) 2235 £l dralas 100 Jeadl (30 %70
Aanpal) A2l L Ly Aad 14 e ST ae Jalay
Lig ySl) dadia Hlle 24 (e 23 Le iealy
P DA Gay 4l LByl 4L ge Turnitin J) Gay Lae

< i)

Cadiyiall ca )

Oles DU Canlys Giny 05l 200 0 2 Le
ebsco <lily sacls

GALE ONE FILE

Aladl (il JS) e ciligina

Aladl JLAY) Cllginay sals cibigine IS




okl Gl Balas ‘
Deanship of JE 3 AVl Olas dnol>
Scientific Research B &) Al-Ahliyya Amman University

JISC Collections and e_book project
British library Ethos project

Pearson

MCGraw Hill

Pubmed Central

Open Archive

Arxiv . org

Ministry of science and technology china

Jie Qs ddae Ggole 32+ e 2l xe Turnitin J) & pdy

(ACM, BMJ Publishing Group, Elsevier, IEEE, Nature Publishing Group , Oxford
University Press , Sage, Informa UK(Taylor & Francis) , Wiley Black well , Springer , AM
, Insitiute of Physics . Physical Society , psychological Society, AAAS) .




sl ol Bales
Deanship of ) & LYl Hlos dmol>
Scientific Research X Al-Ahliyya Amman University

¢ Turnitin J) 2Uas 4550
https://www.turnitin.com/ adsall N Jaal -
Ay o Cany Jran doga plib oyl Con ol 5ol elis) — alaill Joa) 200l cghadl) ol

.(@L&ﬂ\wxﬁ(m” 3 —aoléal) v pasd — jiliale

t A Bgladl)
Lalall ) AdSy 2daY) olee Aralay alad) g SSIY) ) JUis) DS e plail) ) Jsal
 pasially
g e T e
|

ajill pyloill

Turnitin go fxei ebial draualAYI daljill dalat

Ggigall ploill ddlgost Jols

dyAall dapull gio
Y1 Jallolraimly oIl pé ggirall @lc el
cgui 8ylsl ol sVl dapull glol pllell o 8clas




! ol B3les &&=
Deanship of E Aol Olos dnol>
Scientific Research Q€ Al-Ahliyya Amman University

& sl diss Turnitin

. G3ASIN oAl Sy o3
Nl ol Gosaae
n.anabousi@ammanu.edu jo

BYSAEH

AU J1 55 s 3 U Jaist

G Signin with Google

a2 d LK i,
L St n 340 3,

s A 15 48 53 gl o e 50 oY At s 00 Y A B ) m ot
L0388 (0 S 1 g SN AT 30 18853 g s

: ALlAl Bgasl)

Lanall 2 salall dlgdy Al )i wasty e AalSy alall ) HLidly o) ((Caf B2l ) el

: <M continue e

turnitinkJ)

M Join Account (TA Quick Submit

NOW VIEWING: HOME

About this page
This is your instructor homepage. To create a class, click the "Add Class” button. To display a class's assignments and papers, click the class's name. 83 o o @5LaY Uis bl

Al-Ahliyya Amman University

Al Classes | [ Expired Ciasses

Al of your classes have expired. To view and update your expired classes, select the “expired classes” tab. You can update and change a class's end date by clicking the class's "edif” icon.




kel ol Bokes
Deanship of = ddayl Olas daol>
Scientific Research : =5 Al-Ahliyya Amman University

turniting))
count (TA) Quick Submit

NOW

Create a new class

To create a class, enter a class name and a class enrollment key. Click "Submit” to add the class to your homepage

* Class type Standard
o o 9 Ll 5 B

* Classname | science

— P A R

* Enroliment key | 123 s
i d g

* Subject area(s) Sther x =P Lils other wasidll i an
6 ga gy Gt 34

* Student level(s) adien] | — 9 L Lad) e g ieall AR 2
[
Classstartdate  16-Feb-2020 =P Sl Ayl s 45 a3

* Class end date 19-AUg-2020 | [fl] e SaLall gl a5 w3

Class created

Congratulations! You have just created the new class: science
If you would like students to enroll themselves in this class, they will need both the
enroliment key you have chosen and the unique class ID generated by Turnitin: End Date

18-Aug-2020

Class ID 23944852
Enroliment key 123456

Note: Should you ever forget the class ID, it is the number to the left of the class name
on your class list. You can view or change your enroliment key by editing the class.

Click the class name to enter the class and get started creating assignments

sl e L)

[ Coniwe [ EPTIr rr

Privacy Pledge  Terms of Service  EU Data Protection Compliance  Copyright Protection  Legal FAQs Helpdesk Research Resources




lall Caedl Boles
Deanship of ; 3\ Ada¥l Hlas daol>
Scientific Research NN Al-Ahliyya Amman University

LA 5okl
falal)l Qb ) Sl Jaeail (alsfiegs) oL} ©

Nagham Anabousi | User Info | Messages | Instructor ¥ | English v | Community | @ Help | Logou]

@ Congratulations! You have created the new class: science. Your class ID is 23944852 and enroliment key s 123456.

About this page
This s your instructor homepage. To create a class, click the "Add Class™ button. To display a class's assignments and papers, click the class's name

Al-Ahliyya Amman University

a5 3l o o

Nagham Anabousi | User Info | Messages | Instructor v | English v | Community |

turnitin @

B L

-an submit a paper. you first need to create an assignment

:JL_C\A\ ELGbA &= @4‘94 9 (0K Q\J\A&\J\Jﬁ.}.«a @)
Turnitin <y s2e@ & Gl (33 4 Y (S (No repository ) o
djaey Cndl Gliiin e e IS QLIS 2 S aabie o) e jleas ¢l el a2 0
Js¥) pandl) & Jaalidl) 30




! Sl Boles
Deanship of
Scientific Research

4dal! Glos daol>
Al-Ahliyya Amman University

| Userinfo | Messages | Instructor v | English v | Community | ( Help | Logout

turnitink))

Assignments s Grade Book Calendar Discussion Preferences

NOW VIEWING: HOME > SC!

About this page

To create an assignment, enter an assignment title and choose the start and due dates for the assignment. If you like, you can enter an additional assignment description. By default, papers submitted to this assignment will be checked against all of our databases. If you would like to create a custom search or view other

advanced assignment options, click the “Optional settings” link

New Assignment

Assignment title ©

A calgl i Aagall plhe) e roscarch (V]

) AL 0 1 AL 5 81 e ® Allow 0y fie types that Turnitin can
[

check for similarity

Allow any file type @

i gall Ay s A0 SN G891 2 -] Close options
Enter special instructions @

Ul gise o Gl Y B Ay e

45 83 UL Ak el AfS) <mmmemAllow submissions after the due date?
Tagalt clgin

® Yes

No

Similarity Report

ALl LY AL 35 L ) e Gnrate Similarity Reports for submissions? @

[l d .

Qo o Athaal UL AL s S LA

)l g 3

Start date @

16-F

) 14 45 i Lyt (S ay fmmmmmm GenETate Similarity Reports for student submission @

mmediately (can overwiite reports unti d

A 4 e 8 e g1 L
Gt AL B s gl ", =t xclude bibliographic materials from Similarity Index for all papers in this assignment? @

Tl e Al ity

AL 38 O il 3 g L
Tl e RSl UL gant
Yes
® No
AL 5 e 5 i e 51 gl a5
AL e ALSaall UL gyay) MExclude small sources? @

® No

AL 5 Ay oDl cladl 2
L e ———Allow students to see Similarity Reports? @

s ) Y 0 g
Wi G A L] o A R g nable Translatad Matching? (Bats) @

What languages does Translated Matching support?

No
ALl e A8l L 383 e A1
HUrNItin iy 356 3 S ubmit papers to: ©

no y

Zadl S8 g Search options: ©

@ Current and archive

@ Periodicals, joumals, & publications

Would you fike to save these opfio

SN G U Skl

< Exclude quoted materials from Similarity Index for all papers in this assignment? @

as your defaults for future assignments




kel ol Bokes
Deanship of \ 4oyl Gles daol>
Scientific Research Al-Ahliyya Amman University

sdag)yl) Bgladl)
led bl dass and el ricealal) dllay o ddial) 48,6l Jreas

Nagham Anabousi | UserInfo | Messages | Instructo | @ Help | Logou}
turnitinkJ)

Students Calendar Preferences

ING: H SCIENCE

@ Congratulations! You have created your first assignment. To add students or view your student st click the “students” tab above.

About this page

This is your class homepage. Click the “Add assignment” button to add an assignment to your class homepage. Click an assignment's "View” button to view the assignment inbox and any submissions that have been ma
More actions" menu.

0 the assignment. You can make submissions by clicking on the “Submit” option in the assignment's

science

LASS HOMEPA

research
PAPER 16.Feb-2020 11-Aug-2020

More actions v

Assignm Students Grade Book Calendar Preferences

NOW VIEWING: HOME > SCIENCE > RESEARC!

Submit: Single File Upload ~

Author
Non-enrolied student

First name

Anmad e LIS I )

Lastname
Al-ahmad — il A Al A A

Submission title

re Indexing Using Unique Hash Values for Each MAC ==l Zaull ol sle J&3

The file you are submitting will not be added to any repository.

Choose the file you want to upload to Tumnitin alpaad 3 LA 4581 2

lall g o
Choose from this computer <
23 Choose from Dropbox

& Choose from Google Drive




kel ol Bokes
Deanship of 3 ‘ dda¥l Olas daol>
Scientific Research Al-Ahliyya Amman University

¢ Open
« v~ 4 B > ThisPC > Desktop >

Organize v New folder

~

»# Quick access

B Desktop ¢ C B
& Downloads \
“| Documents

&
New folder ~Sique hash Cisco Packet desktop.ini
&=| Pictures

exam.seb FullScreen.vbs matlab -
values for each Tracer Shortcut
19-20-1 users V1.doc

growth 2020
New folder

System32 W
< = [ 1N )
@ OneDrive Lo L =
Microsoft Edge

unique hash
[ This PC values for each

users V1.doc
P 3D Objects
I Desktop

=l Doacuments

casthall Cilall JLEA) day U Lkl

v

File name: | unique hash values for each users V1.doc \/] All Files

Submit: Single File Upload ~

Author
Non-enrolled student

First name

Anmad

Last name

Al-ahmad

Submission tile

Secure Indexing Us Hash Values for Eacl

The file you are submitting will not be added to any reposttory.

unique hash values for each users V1.doc Clear file

We take your privacy very seriously. We do not share your detais for marketing purposes with any external companies. Your information may
only be shared with our third party pariners so that we may offer our service

Alpany Ll g At s Bkl




kel ol Bokes
Deanship of Ayl Hlos dxal>
Scientific Research : » Al-Ahliyya Amman University

Submit: Single File Upload

Please confirm that this is the file you would like to submit..

Author.
Ahmad Al-ahmad
Assignment title: s Do V. s o Compig
research
Submission title:
ecure Indexing Using Unigue Hash Values for Each
MAC Address in Data Storage in Cloud Computing

File name:
unique hash values for each users V1.doc

File size:
427.5K

Page count:
5
Word count:

Character count:
29

18296

take your privacy very seriously. We do not share your detaiis for marketing purposes with any external companies. Your information may
only be shared with our third party pariners so that we may offer our service

s e n Tkl

Congratulations - your submission is complete! This is your digital receipt. You can print a

copy of this receipt from within the Document Viewer.

Author:
Ahmad Al-ahmad

Assignment title: e rderle Tk
research
Submission title:
Secure Indexing Using Unique Hash Values for Each
MAC Address in Data Storage in Cloud Computing

File name:
unique hash values for each users V1.doc

File size:
427.5K

Page count:
5

Word count:

Character count:

Submission date:
16-Feb-2020 12:56PM (UTC+0400)

Submission ID:
1258156421

We take your privacy very seriously. We do not share your details for marketing purposes with any external companies. Your information may
only be shared with our third party pariners so that we may offer our service

Go to assignment inbox Submit another file

) Gottal aB e Ll




! Sl Boles
Deanship of
Scientific Research

4dal! Glos daol>
Al-Ahliyya Amman University

1l Al) §9Ja$j|

turnitinkJ)

Assignments Students Grade Book Libraries Calendar Discussion Preferences

Nagham Anabousi | UserInfo | Messages | Instructor ¥ | Eng! | @ Help | Logoy

SCIENCE > RESEARCH

About this page

This is your assignment inbox. To view a paper, select the paper's itle. To view a Similarity Report, select the paper's Similarity Report icon i the similarity column. A ghosted icon indicates that the Similarity Report has not yet been generated.

research
INBOX | NOW VIEWING: NEW PAPERS ¥
Submit File

AUTHOR e

Ahmad Al-ahmad Secure Indexing Using Unique

Online Grading Report | Edit assignment settings |

SMLARTY RESPONSE e PAPER D oAt

- a 1258156421 16:Feb2020

Bl o A A G A i
Coph il

How likely are you to recommend Tunitin Feedback Studio to a co-worker?

e

turnitin

Secure Indexing Using Unique Hash Values for Each MAC Address in Data Storage In Cloud Computing < > 7

1. INTRODUCTION
Cloud computing got its y and has a funds al job
in the development of data innovation as it gives a basic

infrastructure, platform, and software as services (Mosa,
El-Bakry, Abd El-Razek B} Hasan, 2016). Cloud storage
deals with an extensive volume of information. which is
significant for business and people as a solution for storing
The fundamental highlights of the cloud
incorporate  addifihbility.  unwavering  quality,

ccessibility yet same time data security. protectior

huge amount of d

consistency are real concerns or issues which repre
development and relocation to the cloud by asso:
particularly the individuals who manage delicate information
ccurity is dependably noteworthy worry in Open
Framework Models and thinking about the dangers and
vulnerabilities in the cloud, different countermeasures have
been proposed as of not long ago including cryptographic
procedures yetfEjthe same time (Sukumaran & Mohammed.
2018). Cloud computing is quickly rising because of the
provisioning of versatile, table, and on-request
and [Joce: imi for clients (Abbas
& Khan, 2014). Associations with a low spending plan would
lc to use high figuring and capacity administrations
ly putting Einto fe and
support (Alhamazani & ect, 2014). However, the loss of
control over d ind computation raises many security

n Active Layer:

generally launched by trusted enti Due to the fact that
imilarity

people trust insider entities, the research community focuses
der attackers. Nevertheless, multiple secu
can arise due to different users in a group. We di
some of the issues in the following discussion. A single key
shared between all group members will result in the access 0y 5 iuta jase| ¥
newly joining member. The af
il nd the principle of le

tes the conf
(Efficient and provably-secure group key mu
scheme using key derivation|, 2012).

2. BACKGROUND

MA@ Address

Each Network interface on an 802.11 able gadget has a 48-bit
MAC address er-2 cquipment identifier. MAC delivers are
i to 43 ious and! sively remarkable. To
ensure the uni i 3 rosswise ove
gadgets, the Institute of Electrical and Electronics Engine
(IEEE) allocates squares of addresses to associations in return
for a charge. A MAC Extensive (MA-L),
regularly known as an Organizationally Unique Identifier
(OUD). might be obtained and enlisted with the IEEE , which
gives the association control of and duty regarding all
locations with three-byte prefix. The maker is
without then to allocate the staying low-request three bytes!
(2% parti@lar locations) any esteem they wish while instati
gadgets, subject to the condition that they do not ui
similar MAC address twice. A ramification of the IEEE

concerns for organizations, thwarting the wide
the public cloud. The loss of control over data and the ste
platform also motivates cloud customers to maintain
access control over data (individ: and the d

n O Type hare to seaich

minor to look into the

producer ¢ s MAC address. Utilizing, once

more, thg@ase of a remote busybody, this| implies anybody
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Security is dependably a noteworthy worry in Open
Framework Models and thinking about the dangers and
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